**Privacy Policy – ICE - In Case of Emergency App**

Please read our Privacy Policy carefully as it explains the following:

In order to use the App, you must first acknowledge and agree to our Privacy Policy. You cannot use the App without first accepting our Privacy Policy.

**General**

Techxonia Inc. provides the ICE - In Case of Emergency - Medical Contact Card Application, which is an offline based app. ICE - In Case of Emergency - Medical Contact Card is a very useful app and can even prove to be a lifesaver in an emergency situation. Using this app, you can store emergency contacts and other essential information which can help save your life if you were to be in an unfortunate accident.

Techxonia Inc. ("Techxonia Inc.", "we", "us") recognizes and understands the importance of the privacy of its users ("users", "You") and wants to respect their desire to store and access personal information in a private and secure manner. This Privacy Policy applies to our Application and describes how Techxonia Inc. manages, stores and utilizes your Personal Data through its Products.

In order to use our app, we require you to consent to the collection and processing of your Personal Data before you start using the app. If you do not agree with the terms of this Privacy Policy, you may not use in any manner the app.

Techxonia Inc. is committed to protecting the privacy of all of its users Personal Data and providing a secure, user-controlled environment for the use of the app in accordance with the Privacy Act of 8 December 1992.

**Permission Use**

* WRITE\_EXTERNAL\_STORAGE & READ\_EXTERNAL\_STORAGE: To fetch the image from gallery & save temporary image to drive before saving it to local database and save backup file in local storage.
* INTERNET : For ads, remote config, Push Notification
* VIBRATE : Vibrate if user input wrong pin code
* BILLING : For In - App purchase
* USE\_BIOMETRIC : For Fingerprint
* RECEIVE\_BOOT\_COMPLETED : To restart the service (For ICE - LOCK Notification)
* SYSTEM\_ALERT\_WINDOW : To draw/allow floating icon over other app
* READ\_CONTACTS : To fetch the contact details Name and Phone Number Only. While filling the nearest contact form
* CALL\_PHONE : Call the nearest contact at the time of Emergency
* WAKE\_LOCK : To prevent app from sleep while launching app from lock screen
* RECORD\_AUDIO : Record your 30 sec voice and show at dashboard for emergency situation
* GET\_ACCOUNTS : To fetch primary email address for ICE Support (remove on next release)

Link to privacy policy of third party service providers used by the app

* [Google Play Services](https://www.google.com/policies/privacy/)
* [AdMob](https://support.google.com/admob/answer/6128543?hl=en)
* Firebase Analytics : We won’t take any information from the ICE - In Case of Emergency - Medical Contact Card App. Basic Analytics Such as
  1. **Crashlytics** : Track the bugs of the app.
  2. **Active & New User(Install Rate and Monthly active User)** :Default feature Provided by Firebase  (Based on Unique Mobile Device)
  3. **Firebase Remote Config** : Save default data, and Admob Adunit (Reference : https://firebase.google.com/docs/remote-config)

**Log Data**

I want to inform you that whenever you use my Service, in a case of an error in the app I collect data and information (through third party products) on your phone called Log Data. This Log Data may include information such as your device Internet Protocol (“IP”) address, device name, operating system version, the configuration of the app when utilizing my Service, the time and date of your use of the Service, and other statistics.

**Your Personal Data**

Techxonia Inc. doesn’t use any data. DigitialLocker is an offline app. Any user can access the app directly, there is no any registration. All Data will remain on user device locally. No any single information/data will send to the anywhere.

**Security**

ICE App need a Pin to set for Local Authentication. That’s because no any other person won't see your data.

We won't take any responsibility of misused of data if you share ICE App pin, share your backup file and give to root your mobile to fetch the internal device database to second person.

**Cookies**

Cookies are small files which are stored on a user's computer/mobile. They are designed to hold a modest amount of data specific to a particular client and website/app.

But here in our ICE - In Case of Emergency - Medical Contact Card App, we do not address anyone cookies. It deletes immediately from our servers.

**Subscription Policy**

*We offer premium subscription in our ICE - In Case of Emergency - Medical Contact Card App which enhances app to include more features. You can purchase the subscription inside app at just $7.99 for Lifetime.*

*Please make sure, the subscription amount is strictly non-refundable in any condition.*

**Updates or changes to our Privacy Policy**

Occasionally, we may change or update this Privacy Policy to allow us to use or share your previously collected Personal Data for other purposes. If Techxonia Inc. would use your Personal  Data in a manner materially different from that stated at the time of the collection, we will provide you with a notice on our Website and in our ICE - In Case of Emergency - Medical Contact Card Mobile Application indicating that the Privacy Policy has been changed or updated and request you to agree with the updated or changed Privacy Policy.

**Controller**

Techxonia Inc.

techxonia@gmail.com